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Обычная схема передачи электронных сообщений подразумевает под собой передачу всего сообщения с одного почтового ящика на другой. При таком способе передачи скорость доставки сообщения зависит от объема передаваемых данных. Однако при пересылке фрагментов сообщения скорость доставки зависит от объема самого большего фрагмента.

 При пересылке нескольких фрагментов сообщения на один или насколько различных почтовых ящиков есть несколько схем передачи данных. От одного отправителя к нескольким получателям, от нескольких отправителей одному получателю, от нескольких отправителей нескольким получателям. На основе данных схем было проведено исследование скорости передачи сообщений весом 4 мегабайта. Было проведено 100 испытаний с каждой из предложенных схем передачи данных.

Скорость доставки от одного отправителя к нескольким получателям представлены в таблице 1.

Таблица 1 – Схема передачи фрагментов от одного к нескольким

|  |  |  |
| --- | --- | --- |
| Адрес отправителя | Адрес получателя | Среднее время отправки (сек.) |
| test@mail.ru | test@gmail.com | 8.23 |
| test@mail.ru | test@yandex.ru | 2.47 |
| test@mail.ru | test@rambler.ru | 3.05 |

Время доставки сообщения уменьшается в количество раз равное количеству фрагментов. Это происходит из-за того, что фрагменты передаются по нескольким каналам одновременно.

Скорость доставки от нескольких отправителей к одному получателю представлены в таблице 2.

Таблица 2 – Схема передачи фрагментов от нескольких к одному

|  |  |  |
| --- | --- | --- |
| Адрес отправителя | Адрес получателя | Среднее время отправки (сек.) |
| test@gmail.com | test@ yandex.ru | 8.24 |
| test@mail.ru | test@yandex.ru | 2.5 |
| test@rambler.ru | test@ yandex.ru | 2.76 |

Скорость доставки от нескольких отправителей к нескольким получателям представлены в таблице 3.

Таблица 3 – Схема передачи фрагментов от нескольких к нескольким

|  |  |  |
| --- | --- | --- |
| Адрес отправителя | Адрес получателя | Среднее время отправки (сек.) |
| test@gmail.com | test@ yandex.ru | 9.35 |
| test@yandex.ru | test@mail.ru | 3.11 |
| test@mail.ru | test@rambler.ru | 3.05 |

При передаче сообщений в одном верхнем уровне доменного пространства «.ru» скорость передачи сообщения размером 4 мегабайта не превышает 4 секунд.

При стабильном соединении с интернетом процент ошибок в передаче сообщений при любой схеме передачи не превышает 5%.

При передаче сообщения с использованием криптографических протоколов скорость передачи сообщения уменьшается за счет того, что на шифрование тратится дополнительное время. В таблице 4 представлена средняя скорость передачи сообщения при использовании криптографических.

Таблица 4 – Скорость передачи данных с использованием криптографических протоколов

|  |  |  |  |
| --- | --- | --- | --- |
| Криптографический протокол | Адрес отправителя | Адрес получателя | Среднее время отправки (сек.) |
| RSA | test@mail.ru | test@gmail.com | 9.81 |
| AES | test@mail.ru | test@gmail.com | 10.24 |
| ГОСТ 28147-89 | test@mail.ru | test@gmail.com | 10.48 |

При передаче данных по шифрованному каналу для любого способа передачи данных время передачи увеличивается в среднем на 0.2 - 0.5 секунд.



Рисунок 1 – Зависимость скорости передачи данных от количества каналов

 При увеличении количества каналов скорость передачи сообщения возрастает из-за того, что фрагменты сообщения передаются одновременно и чем больше каналов используется, тем меньше объем сообщений, передаваемых по каждому каналу, при условии, что сообщение разделяется на фрагменты одинакового размера.

При увеличении количества транзакций тенденция сохраняется.

В заключении, при фрагментированной передаче данных скорость передачи данных наиболее высокая при передаче данных по схемам: от одного к нескольким и от нескольких к нескольким.
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